Governmental Social Media use for Emergency Communication

ABSTRACT
The possibility of crowdsourced information, multi-geographical and multi-organisational information flows during emergencies and crises provided by web 2.0 tools are providing emergency management centres with new communication challenges and opportunities. Building on the existing emergency management and social media literature, this article explores how institutions are using and adopting social media for emergency communication. By examining the drivers and barriers of social media adoption in two European governmental agencies dealing with emergencies, the paper aims to establish a framework to examine whether and how institutional resilience could be improved.
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INTRODUCTION
In times of crisis, communities need information on the incident such as where they can find help and how they can contact relatives (Longstaff, 2009). In recent years we have observed how web 2.0 tools have been used to provide this information during several large impact disasters, from the early examples of the terrorist attacks in USA on September 11th 2001, or the London bombings in 2005, to Hurricane Sandy in October 2012. To speed up the recovery from disasters and promote resilience governments need to engage with the public in an interactive information sharing system, as lack of effective communication can decrease public trust in institutions (Covello, 2009; Heath & Palenchar, 2002). The paper aims to identify the "drivers and barriers" of social media (SM) adoption for emergency management agencies in the EU as a first stage of enquiry into whether and how institutional resilience could be improved with its use.

SOCIAL MEDIA, EMERGENCY RESPONSE AND ORGANISATIONS
SM technologies are characterized as being interactive and require users to generate, edit or share information (Surowiecki 2004). Its early usage for emergency communication highlighted the active role taken by the public in spreading information in new ways (Palen and Liu, 2007). The web 2.0 usage in Hurricane Katrina was more complex, as it also stressed the future challenges of using these technologies for emergency communication, such as the over proliferation of information, the critical disclosure on private data and the reliability of information. Research highlighted the power of networked conversations, giving voice to no one specific institution, but spreading information through a community structure emerging online (Meraz, 2006) that was not geographically bounded (Hughes et al., 2008). Recent studies have demonstrated Twitter and Facebook’s (FB) potential as an emergency communication system in many disasters (Büscher, Mogensen et al., 2008; Starbird et al., 2010; Sutton, 2010; Yan Qu, Zhang et al., 2010) as well as their perils (Castillo, et al, 2011; Waters et al., 2010; Oh et al., 2011). While the early usage of web 2.0 occurred over single SM services, later examples were more complex involving both the public and organisations across several systems. The relationship between official sources of information, private organisations –such as traditional media– and the public –generating and sharing content- became more complex as well. Today we can find multi-organisational networks of government agencies, for-profit firms, and NGOs in dialogue with the public, such as the Federal Emergency Management Authority (FEMA) and national, regional or local emergency management centres (Jaeger et al, 2007).
However, organisations have just recently begun using SM to address crises (Booz Allen Hamilton, 2009). Nonprofits led the way in adopting SM tools (Barnes & Mattson, 2008; Liu et al, 2012; Sachoff, 2009; Waters, 2010). Consequently few studies have examined how governmental organisations use SM in emergency management contexts (Denis et al. 2012; Latonero & Shklowsk, 2011; Taylor & Kent 2007; Taylor & Perry, 2005).

While the general discussion about SM use for emergency communication covers how to structure, organise and make all the useful information produced during a disaster accessible, agencies need to consider that SM adoption will require changes to communication strategies and institutional procedures, together with overcoming the limitations of adoption. Mergel et al (2008) have identified four main drivers or barriers, which are influencing whether web 2.0 is adopted in general in government and that will frame our analysis: technological, social, economic and legal factors. Briefly, social factors comprise public engagement and participation with SM, practitioner’s willingness to use it, building trust between public and institutions and intra-organizational factors (such as organisational flexibility); technological factors include access to internet connection, access to software and hardware to produce, edit and share content, and security and privacy factors; economic factors are investments – workforce, equipment or outsourcing. And standard operational procedures (SOP) take into account internal or external regulations or procedures that guide SM use.

**METHODOLOGY**

The paper is based on data from two emergency management centres based in two European countries. The research question is: what are the drivers and barriers EU agencies face in adopting SM for emergency communication? The article will explore the ways in which two institutions with similar emergency management structures and similar hazards and threats deal with complex, uncertain, high-tempo operations. One institution is using SM and the other one is not. The data informing the findings came from interviews with practitioners. The interviews undertaken included emergency managers involved in the communication process, including spokesmen, departmental heads and staff of the press office. Interviewees were selected for their leadership positions in their organisations and their involvement in emergency communication. We conducted 8 expert interviews, 4 in each country. We also observed online data when they were using SM. Interview and document data were analysed through coding in pre-established categories related to the main questions of the research in an exploratory way: (1) technological factors, (2) social factors, (3) SOPs, and (4) economic factors driving or preventing social media adoption to engage with the public in a dialogue. In order to assure confidentiality we have anonymised countries, institutions and respondent names.

**CASE STUDIES**

According to Eurostat data (2012) in country 1, 47% of individuals connect to the Internet at least once per week, while in country 2 it is 77% of citizens who connect weekly (EU27 average 68%). Unsurprisingly, in country 1 27% of Internet users interact at least once per year with public authorities through the Internet, and in country 2 this number rises to 50% (EU 41%). From the institutional perspective, e-government availability and interactivity in country 1 during 2010 was 47.5%, and in country 2 was an impressive 94.74% (EU 84.28%). These data give us an idea of the Internet usage levels for both individuals and for public administrations and helps to contextualise our preliminary findings. In the next sections we describe the technological, social, economic and operating procedural drivers and/or barriers to the SM adoption in each country.

**Case Study 1**

The adoption of SM in this agency began with the arrival of a new head of the press office. Although the population in this country uses FB more intensively this department decided to launch their SM presence using Twitter. Besides the official Twitter account of the organisation, the spokesman has a “personal” account for his role. Later, they also introduced a YouTube channel and have future plans to implement a FB profile.

The press office use SM for both publishing messages addressed to the citizens and to collect information. The SM department react to information received through SM, passing it on to the correct operational department, as well as using it to understand the public’s view of their own organisation. The information collected also helps them to prepare the official institutional answers to the questions received from the citizens. Furthermore, monitoring SM also was helpful for providing situational awareness as they could access immediately live public information about the issue as it was generated. Their routine use of SM undoubtedly prepares them to respond to disasters and during the interviews we got several examples of this.

In this case study social factors are the principal driver for SM adoption: “It is important to engage with society and society is now online”, an interviewee stated. The enthusiasm of the spokesman is a key factor in the adoption of SM. His main motivation is humanize and personalise the institution. In doing so, he uses an individual Twitter account, different from the official organisation account. Although he only provides official information he wants to convey a more personal feeling, in his own words “the spokesman speaks to you”. This
helps to promote a direct relationship with the public without intermediation of traditional media that he considers adds a bias. Data also highlighted the value of building a community, they realised how important it is to build a community of followers in times of peace that could be crucial for emergency response in times of crisis. Respondents believe that this community would help to avoid rumour spreading. During recent demonstrations they monitored SM in order to detect and combat rumours. They found that the institutional updates over Twitter helped to establish the correct information. The decision of using SM was supported at all levels of the organisation, although it was a top-down decision. They did not report any interaction with other organisations involved during a disaster.

Interviewees reported some departmental rules prohibiting them from following individual users and not to respond to individual users. They also established procedures for staff personal accounts to ensure that they did not cause any problems. Therefore, formal “legal” barriers to the use of SM do not exist but there are some rules that apply to all members of staff. As in many governmental agencies, this is a command-and-control institution and decision chains are typically top-down, hence the fact that the decision for SM adoption was a driver that came from a head of department.

The establishment of a SM department is evidence of the economic support for these initiatives within this agency. However, the lack of staff was reported as one barrier to adopting SM more intensively and to developing better strategies. Lack of training was also reported as one limitation. Sometimes staff had innovative ideas such as implementing a blog, but the lack of staff and training, together with the scarcity of guidelines and strategies were a barrier.

The challenges for this organisation come in the form of further adoption, overcoming lack of training, staff needs and a lack of guidelines, but from this case study we also learnt that social factors are key to SM adoption.

Case Study 2

The practitioners interviewed did not report any case of SM usage. The insights received are useful in understanding what are the barriers to its adoption. It is especially useful as paradoxically we face a highly technologically involved country, with a population and government exhibiting high levels of engagement with SM, as highlighted above, but with no engagement from any of the agencies studied. Only one interviewee reported preparing for the introduction of FB however was waiting for legal advice. The reasons for planning to use FB were two-fold: for inter-organisational information sharing and for publishing information addressed to other stakeholders, such as private companies. There were no plans to use FB to communicate with the general public.

The findings regarding social factors support the idea that these aspects are essential for SM adoption in this institution. The majority of practitioners interviewed seemed quite sceptical about the use of SM. They recognized its usefulness and its huge impact in society but the lack of clear strategies and rules to adopt SM seems a crucial barrier. The promotion of the institution is the only potential driver that currently could foster SM use in this agency. Another issue that arose in nearly every interview was the influence that age has. They believed that practitioners in charge are over fifty and that they do not use SM, and the young people who use it do not have any authority to adopt it for disaster response. This supports findings from country 1, suggesting that command-and-control agencies need support from top managers. An organisational concern was the fact that social networks are already established and they rely on the telephone to get direct access to other stakeholders. Hence, in organisational terms there is no pressure from any direction to adopt SM.

None of the interviewees reported any technological limitation or barrier. Nobody reported the lack of equipment, Internet access or software as a barrier to adopting SM. We suspect that this absence of problems is due to their lack of engagement with SM, as it is difficult to observe the limitations without being an active user.

Several dimensions of the barriers came up during the interviews: lack of control over the information, lack of guidelines about how to use it, the concern about staff using SM during operations, etc., in other words they are afraid to lose control over the information. They feel that high information control is needed in an emergency and what to communicate and how to communicate is a decision that needs to be made by the leaders, not the staff or the citizens. The general perception is that their SOPs can be disrupted without any chance of anticipation and will threaten the communication process.

On the economic side emergency manager’s agreement about the lack of time, staff and budget was unanimous. Currently, governmental institutions in this country are suffering budget cuts; these especially affect innovative areas that need an extra effort. In this sense, we did not find any economic support for SM adoption. Hence the economic aspect is a strong limitation.

This case study illustrated the main barriers for SM adoption. Whilst a minority were planning on using SM, all practitioners recognised the impact that SM has on society. However, there were doubts on its adoption. The second case is paradoxical as the absence of SM for emergency communication does not do justice to the fact that they are leaders on technology innovations. It deems that the lack of SOPs and strategies grounded on
previous studies and best practices is a powerful barrier. Indeed, most of the interviewees asked us for best practices.

DISCUSSION

These two case studies have reviewed four factors regarding SM adoption for emergency communication. Our exploratory analysis about SM usage in each country shows that the more powerful drivers for adoption are social and the more important barriers are operational. Firstly, while the other categories, technology and economic remain similar in the two cases analysed, the lack of goals and the age of practitioners with decision capacity was determinant. Second, the clarity of rules for using SM in the first case study and the lack of them in the second one seem to be a driver and a barrier. Our findings suggest that this lack of rules may be related to the lack of knowledge about SM.

A crucial part in SM adoption is ensuring enough adaptability to allow the organisation to retain its efficacy. As case 2 has highlighted, when practitioners feel that efficacy, command and control is threatened the tendency is not to promote any innovation that may affect the future image of the institution. On the contrary, case 1 supports the idea that institutional image can be improved using social media, as it is one of their main goals.

Although we are facing the preparation for high-tempo, rapidly changing and very uncertain situations that involve several stakeholders, including citizens, new communicative strategies are emerging. Preliminary results support the idea that it is not the technology that keeps us from innovating – it is the organizational and institutional difficulties that need to be overcome (Mergel et al, 2009). Preliminary results also support the idea that institutional resilience could be promoted with the use of SM.

Nevertheless, more research is needed in order to corroborate these findings in the area of emergency communication and to further investigate whether strategies for adoption will improve institutional resilience or will become a new form of rigid bureaucracy.

CONCLUSIONS, LIMITATIONS AND FURTHER RESEARCH

To conclude we can say, that in order to use SM effectively, institutions need to overcome the actual barriers, and promote the potential drivers in terms of adoption. It would lead to the attainment or improvement of institutional resilience.

These preliminary findings provide insights about the attitudes of key practitioners necessary to incorporate SM in disaster management. Both case studies show that much remains to be done in order to fully answer our initial question. The lessons we have learnt so far are as follow:

- We need more strategies, directions and best practices from governments about using SM for emergency communication during disasters.
- The role of institutional trust seems to be critical. Institutions need to develop and build trust over time and this trust cannot be built during a crisis in order to act as a resilience enabler. SM potentially has a role in trust construction.

For this paper, analysis was limited to two case studies from two European countries. This piece of research is part of initial findings from a project exploring how European governments currently and can potentially use Web 2.0 applications and Semantic Technologies in disaster response. Hence, in future research we will first, extend the data to more institutions in these two countries and, second, include other European countries. It will allow a bigger sample to be achieved that strengthens these preliminary results.
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